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01. Context, objectives and methodology




Context

P
("“"1('"';%'&'11:]({5 Membership  Courses & events  Resources  News & media  Advocacy  Aboutus  Contactus Q

of Australia

Home > Advocacy > Surveyrepors > RiskManagement Survey 2020

= The 2019 Risk Management Survey saw nearly 500 Australian risk managers

Governance Injst1tute of Australia Risk and governance leaders provide their insights into the unique challenges
Aon and Governance Institute Remuneration Management b“l’vey 2020 . . . . -
ey 20 facing their organisations, both now and into the future.

in v f =

Risk Management Survey 2020

Board reviews Risk Management Survey 2020 is open — complete it now. Rank some of the key risks Australian = The 2020 Risk Management Survey builds on the Success OF the 2019 Survey

organisations are facing in an increasingly uncertain world, from cyber-attacks to climate change
Risk management survey 2010
This research aims to identify what the key pressure points are for governance and risk professionals W I t h I n S I gh ts bel n g ex P I o red a t a P I e n a ry Ses s I o n a t t h e R I s k M a n a ge m e nt
Digital Trust survey in the Australian market, both now, and into the future ‘
Forum Nationally.
Complete this survey for a chance to win a one day pass to the Governance and Risk Management
Forum 2020. This is a game of skill. The winner is not determined by chance. Each entry will be

indivicual judged based on s creativ meitand stabilty = lhesu rvey identifies what the key pressure points are for governance and risk
The survey should take no longer than 15 minutes. Deadline: Wednesday 11 March 2020. Pro{:essionals in the Australian market’ both nOW, and into the -Future.

Governance Institute would like to acknowledge PKF Australia's sponsorship of this survey. PKF
Australia are the National Gold Research Partner of the Governance and Risk Management Forum
2020. Findings from the survey will be presented at GRMF 2020

Nz
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Methodology

An online survey, executed by The Governance Institute.
N=393 responses.
Fieldwork was conducted in March 2020.
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02. Respondent profile




State based in

50% -
45% |
40% |
35% -

30% - NSW accounted for just under a

third of responses, ahead of

Queensland (22%) and Victoria

25% -

30
22 21

20% - (21%).
15% - 5% came from overseas.
10% -
5% -
0% T T |

NSW QLD VIC

WA SA ACT TAS NT International
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Role and stage of career

ROLE

47
24
I : :
‘ ‘ l ‘ l

Both Governance Risk related Other
governance and related
risk related

STAGE OF CAREER

Senior governance or risk

management professional

Early career governance or risk

management professional

CEQO or C-suite executive

Non-executive director

Governance or risk management

consultant

—
-

12

Fn

Just under half of respondents
have a role spanning governance
and risk. 24% are pure

governance and 14% pure risk.

It is a largely senior profile — 39%
being senior governance or risk

professionals, 17% C-suite.
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Governance Institute membership

WHETHER A MEMBER PROFILE OF MEMBERS AND NON-MEMBERS

Senior governance or risk

management professional
CEO or C-suite executive

Governance or risk management

44% of respondents were
members and they tended to be

consultant

Early career governance or risk more senior compared to the

management professional non-members that responded.

Non-executive director

Retired

B Members [ Non-members
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Formal risk management accreditations / qualiﬁcations

WHETHER HAVE ANY FORMAL RISK MANAGEMENT COMPARING MEMBERS AND NON-
ACCREDITATIONS / QUALIFICATIONS MEMBERS

40% have formal risk

management qualifications,

higher amongst members than

non-members.

Members Non-members

B Have qualifications = Don't have qualifications
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Organisation work for

COMPARING MEMBERS AND NON-
TYPE OF ORGANISATION MEMBERS
g Notfor e
A diverse set of organisation
An unlisted large business (200+... types. NFEP and Government

33
_ 23 account Forjust over half of

Government respondents with those in

Government

An unlisted large business (200+

employees)

commerce coming from a range

An ASX listed business

13 ) )
- An ASX listed business of sizes of organisation.

13 An SME Members were more likely to be

from business, non-members

A sole trader from Government.

AnsME [ 10

- Not applicable

Not applicable J- 5 = Memb
ember

Non-member
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|ndustry sector

Health Care and Social Assistance
Financial and Insurance Services
Education and Training

Public Administration and Safety

Professional, Scientific, Technical

Services

N\ining

Electricity, Gas, Water, Waste Services

Information Media and

Telecommunications

Manufacturing

0% 10% 20% 30% 40%

50%

— I 22

Agriculture, Forestry, Fishing

Arts and Recreation Services

Construction

Administrative and Support Services

Transport, Postal and Warehousing

Retail Trade

Rental, Hiring and Real Estate Services

Wholesale Trade

Accommodation and Food Services

0% 10%

20% 30% 40% 50%

A diverse group of industry

sectors are represented.

Healthcare and financial
services are the top two,
followed by education.
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Company proﬁle
ANNUAL REVENUE WHETHER ALSO OPERATES OVERSEAS REGIONS ALSO OPERATE IN

0% 10% 20% 30% 40% S50% 60% 70%

$1m-$100m i
‘ EMEA (Europe, Middle East y
$100m-$500m and Africa) _
$500m-$1bn Oceania (Not.including _ 46
Australia)
$1bn-$10bn ]
No, North / South America _ 45
$10bn-50bn /1%
$50bn+ Other Asia

Organisations range from small to extremely large; 13% under $1m and 17% over $1bn. Just under one-third operate overseas, most commonly SE Asia and EMEA.
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03. Organisations and their risk setup




Risk functions at the respondent’s company

80% -

70% -

60% -

50% -

40% -

30% -

20% -

10% -

0%

Audit & Risk committee

Separate risk

or equivalent department

13

Dedicated risk

committee

Audit & risk committees is the
most common risk function (69%
of organisations). 38% have a

separate risk department and

28% a risk committee.

13% have none of these.

2
I

It doesn't have any of

these

Don't know / not

applicable
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Risk functions at the respondent’s company by size and type of
company

$100m-

Separate risk department The bigger the organisation, the

more likely they will have a

Dedicated risk committee 18 27 29 31 23 48 g
separate risk department.
Audit & Risk committee or equivalent 44 65 79 82 88 67
It doesn't have any of these 38 17 3 8 3 0 But even in Organisations of
Don't know / not applicable 8 1 1 0 3 $550m-$1bn, on|y 4% have
one. They only become
- ubiquitous once a company turns
An unlisted
. over $10bn+.
large business
An ASX listed (200+ _
Column % Not for profit | Government business employees) An SME A sole trader Risk departments are most
common in Government and
S te risk department 26 50 64 45 12 0 _ . o
ePéra ¢ rls‘ epar m‘en ASX listed businesses (but 26%
Dedicated risk committee 25 27 40 27 20 20 of the latter do not have a risk
Audit & Risk committee or equivalent 74 88 78 51 39 30 depa rtment).
It doesn't have any of these 14 3 6 12 41 40
Don't know / not applicable 0 0 0 6 2 20
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Who is on the Audit & Risk committee

70% -

60
60%
50
50% -
40% -
30% - 28
23
20% -
12 10 12
10%
. ;
o% | | | | |
Non-executive directors Management Not applicable Other Don't know
M All respondents All respondents where the question is applicable and they can answer

NED’s are the most common

members of an Audit & Risk

committee.
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Who is on the Audit & Risk committee

Column %

Management
Non-executive directors
Other

Don't know

Not applicable

An ASX listed
Not for profit | Government business
13 35 20
64 36 62
9 21 6
2 7
12 2 4

An unlisted
large business

@10]0)

employees)
20
49
10

18

A sole trader

39 30
32 20
2 0
0

27 50

NED’s dominate the committees
in not for profits and commercial
organisations whereas in
Government it’s a combination of

management and NED’s.
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Number of times a year the committee meets

70% -
60% -
50% -
40% -

The majority of committees meet
30% -

monthly with only 7% less regular
than that.

20% -

10% -

5
2 2
0% L |— N N N - N I 4
Weekly Monthly Quarterly Every six months Annually
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15% -

10% -

5%

0%

Size of organisation’s risk management department or team

AMONGST ALL RESPONDENTS

28
23 23
17
3
1-2 3-4 5+ members 0 (ho | don’t know
members  members distinct risk
management
department)

THOSE WITH A TEAM

40% -

35% -

30% -

25%

20% -

15% -

10% -

5%

0% -

38

The average risk department

consists of 4 people but there is
signiﬁcant variation.

1-2 members 3-4 members 5+ members

Average = 4 people
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Size of organisation’s rnisk management department or team by
O rga N isa tio N revenue (amongst those that have a dept/ team)

120% -

100%

80% - . .
The bigger the turnover, the

38 34 bi the d ( t

60% - 26 5+ members igger the department.
3-4 members
40% - B 1-2 members In business of less than $1m, 74%
4 are 4 or less in size. In $10bn+
companies, /3% have a
20% 1 19 department of 5+ people.
0%
<$1M $1m-$100m $100m-$500m $500m-$1bn $1bn-$10bn $10bn+
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Where the respondent ranks in the risk management team

30% +

24

25%

21

20% -

15% -

10% |

5%

0% -

Senior leader Leader | am not in the risk Mid-level member | have a reporting  Part-time remit  Junior member | have no risk Our organisation
management team line to the risk management remit does not have a
— but | do have management team distinct risk

oversight (i.e.

management team
board director)

45% of respondents are either senior leaders or leaders in risk management teams.
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04. Managing risk




Agreement with statements about risk management

100% -

90% -

1

80% -

70% - 70%+ agree that their

1 organisation values it and 72%
that other leaders value it (10%
and 14% disagree).
But it’s less clear cut when it
comes to having a robust risk
T T T

- On the whole, risk management
is highly valued.
= m
11
3

60% -
50% -
40% -
30% -
20% -
10% -

0% -

appetite statement (54% agree,

Risk management is highly Risk managementis highly My organisation has a robust risk  Risk management is widely 26% disagree) and risk

valued across my organisation valued by the other leaders in my appetite statement understood at my organisation management belng W'dely

understood at the organization

(63% agree, 26% disagree).

organisation

W Agree strongly 11 Agree slightly Neither 1 Disagreesslightly M Disagree strongly M Don't know / not applicable
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What could help the organisation improve its rnisk management
culture

60% -

52 52

$1m- $100m- $500m- $1bn-

50% A $100m  $500m $1bn $10bn $10bn+
13 13 21 38 30 Better reporting tools and raising

the voice of risk are the most

40% -
commonly cited way’s in which
30% risk management cultures could

be improved, followed by board

leadership and clarity of purpose.

20% -

10 The bigger the organisation, the

more likely they are to believe

that suitable reward systems will
help (as the likelihood of having a

risk department grows).

10% -

0%

T T

Better reporting Raising the 'voice' Leadership from Clarity of More financial Better advice  Suitable reward Other

tools of risk the Board purpose/strategy resources (external systems
consultants, legal

advisors etc.)
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How effective is your organisations’ risk reporting to its board

60% -
50% -

40% : ..
On the whole, risk reporting is

seen positively, though cautiously

30% - SO.

Only 17% say that it is very

49
21
20% | 17
effective with most (49%) saying
9 that it is quite effective.
10% -
4 : - :

- 1in 4 say that it is not effective.

0% - T T T

Very effective Quite effective Not very effective Not at all effective Don't know / not

applicable
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How effective is your organisations’ risk reporting to its board by

risk groups at company

Column %

Very effective

Quite effective

Not very effective

Not at all effective

Don't know / not applicable

Very effective + Quite effective

Separate risk

department
19
55
13

74

Dedicated
risk

committee

24
55
1

79

Audit & Risk

committee or
equivalent

17
53
21

71

Don't know /

It doesn't
have any of
these not applicable

8 13

30 13

30

9 0

23 75

38 25

If a company has a risk
department or a dedicated risk
committee, it is more likely to be
perceived as being effective/ less
likely to be seen as not effective
compared to those organisations
that have an audit & risk
committee.

And if an organisation has none
of these, then 39% say that risk

reporting is not effective.
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How well the company proactively identifies and manages its risks

(1/2)

0% 100%
Staff conduct including corruption/bribery, sexual harassment, h 41 - - I
racial discrimination
Business continuity such as business interruption by natural
disasters, acts of terror, major project failure, utility failures,... - 0 22 s I
Legislative change, such as government policy changes - 44 28 18 I
] Staff conduct, legislative change
Regulatory change, such as regulatory intervention in your market - 42 28 21 I . alfd regU|aI:0ry Chl:nge e thed
risk issues that are best managed,
i . ° .
+
Pprofessional liability This includes third party liability (modern - s o = I with 50% rating them as
slavery laws, ethical supply chain management, franchisee... excellent or VA gOOd‘
Risks around brand and reputation - 40 31 22 |
Cyber-crime. This includes cyber-attacks & hacking (IP theft, theft g = = I
of customer data), malware, and data privacy (storage of data &...

W 10 (Excellent) Very good (8-9) Good (6-7) Fair (2-5) m1(Poor)
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How well the company proactively identifies and manages its risks

(2/2)

Economic shock, such as commodity price shocks, recession,

exchange rates or interest rate changes

Political risk, such as the effects of government instability, both here

and abroad (i.e. leadership coups, Brexit, trade wars)

change, green energy/finance, activist shareholders

Increased competition

Disruption / failure to innovate, such as technological disruption by

Amazon, AirBNB, Uber, Apple etc

Proactively identify and manage its risks overall

Talent attraction and retention. This includes risks around visa rule

changes for foreign workers

0%
The environment and sustainability including the risks around climate .

W 10 (Excellent) Very good (8-9) Good (6-7)

30

30

30

34

28

37

27

Fair (2-5)

29

33

29

32

32

m 1 (Poor)

31

37

33

29

33

27

33

20

35

The risk associated with talent,
the threat of disruption/ failure
to innovate, the risk around the

environment and economic shock
are the issues with highest
number of fair/ poor ratings

(35%+).
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How well the company proactively identifies and manages its risks
(1/2) NUMBERS ARE AVERAGES ON A SCALE OF 110 WHERE11S POOR AND 10 IS EXCELLENT

Legislative change, such as government policy changes — 7.2

Staff conduct including corruption/bribery, sexual harassment, _ 70
racial discrimination :

Regulatory change, such as regulatory intervention in your market _ 7.0 hlgheSt average rating at 7.2/10,

ahead of staff conduct.

Cyber-crime. This includes cyber-attacks & hacking (IP theft, theft _ 6.9
of customer data), malware, and data privacy (storage of data &... )

Professional |iabi|ity This includes third party |iabi|ity (modern _ 6 8
slavery laws, ethical supply chain management, franchisee... ’

Proactively identify and manage its risks overall — 6.8

Legislative changes has the
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How well the company proactively identifies and manages its risks
(2/2) NUMBERS ARE AVERAGES ON A SCALE OF 1-10 WHERE 1S POOR AND10 IS EXCELLENT

Business continuity such as business interruption by natural disasters, acts of

terror, major project failure, utility failures, confidential leaks.

Increased competition

Political risk, such as the effects of government instability, both here and

abroad (i.e. leadership coups, Brexit, trade wars)

Economic shock, such as commodity price shocks, recession, exchange rates or

interest rate changes

The environment and sustainability including the risks around climate change,

green energy/finance, activist shareholders

Disruption / failure to innovate, such as technological disruption by Amazon,

AirBNB, Uber, Apple etc

Identify and manage risk around talent attraction and retention. This includes

risks around visa rule changes for foreign workers

The environment, disruption/
failure to innovate and talent are
the issues that organisations are

managing the risk around the

least well.

31 ‘ 2020 Governance Institute Risk N\anagement survey
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How well the company proactively identifies and manages its risks
by risk setUp NUMBERS ARE AVERAGES ON ASCALE OF 110 WHEREIS POOR AND10 IS EXCELLENT

Dedicated Audit & Risk It doesn't

Separate risk risk committee or [ have any of | Don't know /

department | committee equivalent these not applicable
Proactively identify and manage its risks overall 7.1 7.3 6.8 5.6 8.3
Risks around brand and reputation 7.4 7.4 7.0 5.9 8.7
Economic shock, such as commodity price shocks, recession, exchange rates or interest rate changes 6.7 7.0 6.4 5.1 8.0
Increased competition 6.8 6.8 6.6 5.4 8.3
Regulatory change, such as regulatory intervention in your market 7.4 7.5 7.1 5.4 9.0
Legislative change, such as government policy changes 7.6 7.8 7.3 57 8.6
Cyber-crime. This includes cyber-attacks & hacking (IP theft, theft of customer data), malware, and data privacy (storage of data &
legal disclosure requirements). 7.5 7.8 7.1 54 9.3
Disruption / failure to innovate, such as technological disruption by Amazon, AirBNB, Uber, Apple etc 6.6 6.9 6.2 5.3 8.2
Talent attraction and retention. This includes risks around visa rule changes for foreign workers 6.4 6.7 6.1 5.1 7.8

Business continuity such as business interruption by natural disasters, acts of terror, major project failure, utility failures, confidential

leaks. 7.2 7.7 6.9 5.4 8.8
Political risk, such as the effects of government instability, both here and abroad (i.e. leadership coups, Brexit, trade wars) 6.8 7.0 6.5 5.0 8.8
Professional liability This includes third party liability (modern slavery laws, ethical supply chain management, franchisee

management). 7.0 7.4 6.9 5.8 8.8
Tithe environment and sustainability including the risks around climate change, green energy/finance, activist shareholders 6.5 6.9 6.3 5.3 8.2
Staff conduct including corruption/bribery, sexual harassment, racial discrimination 7.3 7.6 7.2 5.6 9.2
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Whether company runs scenarios around risk events to test how

the organisation & its people will respond - eg bushfie, ss of acoes tokey pecple,
disruption to supply chain?

50% -
45% -
40% -
35%

30% 55% of organisations run

scenarios to test response,

25% - though more often not that is

occasionally rather than
frequently.

20% -
15%
39% do not do this.

10%

5%

0% T T

Yes - frequently Yes - occasionally No Don't know / not applicable
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Whether company runs scenarios around risk events to test how

the Orga nisatiOn & itS peop|e Wi" reSPOnd - eg. bushfire, loss of access to key people,
disruption to supply chain?

BY RISK SETUP

120% - If an organisation has a separate
risk department, it is most likely
100% 1 6 6 4 8 to run scenarios, though
21 occasionally more so than
80% - 28 34
] frequently.
60% -
75 And if they have a dedicated risk
20% - department they do so more
- 73% o P Y
- 67% -62% than if they have an audit and risk
20% - committee.
N o
0% 1 ; ‘ ‘ ‘ If they have none of these, only
Separate risk department Dedicated risk committee Audit & Risk committee or It doesn't have any of these 17% run scenarios.
equivalent
M Yes - frequently = Yes - occasionally No Don't know / not applicable
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Whether company risk management framework incorporates
whistleblower protection

60% -

50% -

Just over half of organisations

40% -
risk frameworks include

whistleblower protection.
30% -

A further 26% have it included

20%
elsewhere.

9 15% do not have it.

10% -

0% 1 T T T

Yes No, it is included elsewhere No, it is not part of our Don't know / not applicable

framework

35|2020 Governance Institute Risk Management survey %Haymakr



Whether company risk management framework incorporates
whistleblower protection

Audit & Risk
Separate risk Dedicated risk committee or It doesn't have any of | Don't know / not
Column % department committee equivalent these applicable
Yes 63 64 51 28 25
No, it is included elsewhere 27 21 29 19 13
No, it is not part of our framework 3 8 12 36
Don't know / not applicable 7 6 7 17
An unlisted large

An ASX listed business (200+
Column % Not for profit Government business employees) An SME A sole trader
Yes 42 41
No, it is included elsewhere 22 40 24 27 12 10
No, it is not part of our framework 21 9 8 6 29 20
Don't know / not applicable 8 9 8 6 17 20

A separate risk department and dedicated risk committee increases the chances that whistleblower protection is covered.
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Whether risk management framework Incorporates modern
slavery obligations

60% -
50% -

40% -

Modern slavery is less likely to be

30% - incorporated in the risk

management framework.

20% - 22% incorporate it with 19%
including it elsewhere.

10% -

0% -

No, it is included elsewhere No, it is not part of our Don't know / not applicable

framework
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Whether risk management framework Incorporates modern
slavery obligations

Audit & Risk
Separate risk Dedicated risk committee or It doesn't have any Don't know / not
Column % department committee equivalent of these applicable
Yes 36 34 22 15 13
No, it is included elsewhere 27 20 22 8 0
No, it is not part of our framework 21 31 36 49 13
Don't know / not applicable 16 15 20 28 75

An unlisted large

An ASX listed business (200+

Column % Not for profit Government business employees) A sole trader
Yes 13 14 46 39 17 20
No, it is included elsewhere 15 26 26 18 20 0
No, it is not part of our framework 48 35 18 24 46 60
Don't know / not applicable 24 25 10 20 17 20

Again, organisations with a separate risk department are more likely to have incorporated modern slavery.
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- Significantly higher Significantly lower



Whether risk management framework Incorporates modern
slavery obligations

$im-$100m | $100m-§500m | $500m-§ibn | —§1bn-$10bn | $10br
Yes 12 15 29 28 30 52

No, it is included elsewhere 20 12 21 26 35 15
No, it is not part of our framework 42 48 32 33 15 15
Don't know / not applicable 13 20 19

I N " SRS
Yes 36 17

No, it is included elsewhere 20 18
No, it is not part of our framework 29 41
Don't know / not applicable 15 24

Bigger organisations and those that operate internationally are more |ike|y to incorporate modern s|avery in their risk management frameworks. But even amongst

those organisations, a significant proportion do not include it.
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How risk management today differs from 2-3 years ago
(pre-Royal Commission into financial services) in terms of time spent, number of meetings, content of risk papers, visibility of the function

38
34
30
18 18 18
. . . :
The risk management ~ Much more time is spent  Risk management has  The amount of resources The content of risk papers |t hasn't changed much Don't know / not
function is more visible  on risk management now become a key part of our allocated to risk has changed signiﬁcantly applicable

and has a higher profile organisation management has

increased signiﬂcantly

The majority, 58%, say that risk management has changed. Most commonly it has become more visible with a higher profile. 30% believe that more time is spent

on risk management now.

]
==
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How risk management today differs from 2-3 years ago
(pre-Royal Commission into financial services) in terms of time spent, number of meetings, content of risk papers, visibility of the function

Dedicated Audit & Risk It doesn't

Separate risk risk committee | have any of
Column % department | committee | or equivalent these
Much more time is spent on risk management now 40 39 33 17
The risk management function is more visible and has a higher profile 54 54 44 13
The content of risk papers has changed significantly 27 26 19 4
The amount of resources allocated to risk management has increased significantly 30 28 21 2
Risk management has become a key part of our organisation 23 24 21 6
It hasn't changed much 25 19 31 58
Don't know / not applicable 3 7 6 11

The sense that risk management has changed is felt more if an organisation has a separate risk department or a dedicated risk committee.
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TOP riSkS in the next th ree yea I'S (respondents ranked their top 5 where 1= most important etc)

60 59
>0 48
44
40 39 37
30 7 ”
I . I 14
I T T T T T T T T T T T

Damage to  Regulatory or Cyber-Crime Talent Disruption/ Economic Employee Increased Business Climate Political risk  Professional
brand or legislative attraction/ failure to shock conduct competition  continuity change risk liability
reputation changes retention innovate
B % selecting as a risk Mean score (1 = most important etc)

Brand / reputation damage is the most commonly cited risk in the next three years, ahead of regulatory/ legislative change and cyber crime .

- 70%

- 60%

- 50%

- 40%

- 30%

- 20%

- 10%

0%

]
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TOP riSkS in the next ﬁve yea I'S (respondents ranked their top 5 where 1= most important etc)

59
53 52
42
36
32 30 .
24
l I l :

Regulatory or  Disruption/ ~ Damage to  Cyber-Crime Talent Economic Increased Climate Employee  Political risk Business Professional
legislative failure to brand or attraction/ shock competition  change risk conduct continuity liability
changes innovate reputation retention
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Looking further to the next five years sees regulatory/ legislative change as the biggest risk, ahead of disruption/ failure to innovate.
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Top risks in the next three and five years compared
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Damage to Economic Increased  Regulatory or Cyber-Crime  Disruption/ Talent Business Political risk  Professional Climate Employee
brand or shock competition legislative failure to attraction/ continuity liability change risk conduct
reputation changes innovate retention

1" Next three years 1 Next five years

Damage to brand/ reputation, economic shock, increased competition, professional liability and business continuity are considered more of a short term risk. The

opposite is true of regulatory/ legislative change, disruption, talent, climate change and employee conduct.
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Whether managing any other risks

347% are managing risks on top of those listed. Safety being the most commonly mentioned risk.
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|mpact any risk issues have had on broader business
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Time Finances Delaying business as usua Headcount We have had risk issues  We haven't had any risk Other

but they haven't impacted issues

the business

Risk issues most commonly cost time and finances as well as delaying business as usual. Only a minority say that they have had risk issues but no impact from

them or that they haven’t had any risk issues.
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05. Conclusions




In Summary 13)
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NSW accounted for just under a third of responses, ahead of Queensland (22%) and Victoria (21%). 5% came from overseas.

Just under half of respondents have a role spanning governance and risk. 24% are pure governance and 14% risk. It is a largely senior profile — 39% being senior
governance or risk professionals, 17% C-suite.

447% of respondents were members and they tended to be more senior compared to the non-members that responded.
40% have formal risk management qualifications, higher amongst members than non-members.

Respondents were a diverse set of respondents by organisation type. NFP and Government account Forjust over half of respondents with those in commerce coming
from a range of sizes of organisation.

Organisations represented range from small to extremely large; 13% under $1m and 17% over $1bn. Just under 1/3 operate overseas, most commonly SE Asia and EMEA.

Audit & risk committees is the most common risk function. 38% have a separate risk department and 28% a risk committee.1in 7 organisations have none of these.

The bigger the organisation, the more likely they will have a separate risk department. But even in organisations of $550m-$1bn, only 54% have one. They only become
ubiquitous once a company turns over $10bn+.

Risk departments are most common in Government and ASX listed businesses (but 26% of the latter do not have a risk department).

And if a company has an Audit & Risk committee, NED’s are the most common members. NED’s dominate the committees in not for profits and commercial
organisations whereas in Government it’s a combination of management and NED’s.

The majority of committees meet monthly with only 7% less regular than that.
The average risk department consists of 4 people but there is significant variation. The bigger the turnover, the bigger the department.
From 3 people in companies with less than $1m turnover, it doubles (or increases by only 3) in companies over $10bn.

45% of respondents are either senior leaders or leaders in risk management teams.

]
==
2z

Haymakr




In Summary @/3)

= On the whole, risk management is highly valued. 70%+ agree that their organisation values it and 72% that other leaders value it (10% and 147% disagree).

= Butit’s less clear cut when it comes to having a robust risk appetite statement (54% agree, 26% disagree) and risk management being widely understood

at the organisation (63% agree, 26% disagree).

=  Better reporting tools and raising the voice of risk are the most commonly cited ways in which risk management cultures could be improved, followed by
board leadership and clarity of purpose. The bigger the organization, the more likely they are to believe that suitable reward systems will help (as the
likelihood of having a risk department grows).

= On the whole, risk reporting is seen positively, though cautiously so. Only 17% say that it is very effective with most (49%) saying that it is quite
RISK effective. Over 1in 4 say that it is not effective.

MANAGEMENT = |facompany has a risk department or a dedicated risk committee, it is more likely to be perceived as being effective/ less likely to be seen as not effective
IN DETAIL compared to those organisations that have an audit & risk committee. And if an organisation has none of these, then 39% say that risk reporting is not
effective.

= Staff conduct, legislative change and regulatory change are the risk issues that are best managed, with 50%+ rating them as excellent or very good. The
risk associated with talent, the threat of disruption/ failure to innovate, the risk around the environment and economic shock are the issues with highest

number of fair/ poor ratings (35%+).
= 55% of organisations run scenarios to test response, though more often not that is occasionally rather than frequently. 39% do not ever run scenarios.

= |fan organisation has a separate risk department, it is most likely to run scenarios, though occasionally more so than frequently. And if they have a
dedicated risk department they do so more than if they have an audit and risk committee. If they have none of these, only 17% run scenarios.
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In Summary 313)

= Just over half of organisations risk frameworks include whistleblower protection. A further 26% have it included elsewhere whilst 15% do not have it. A
separate risk department and dedicated risk committee increases the chances that whistleblower protection is covered.

= Modern slavery is less likely to be incorporated in the risk management framework. Again, organisations with a separate risk department are more likely
to have incorporated modern slavery. Bigger organisations and those that operate internationally are more likely to incorporate modern slavery in their
risk management frameworks. But even amongst those organisations, a significant proportion does not include it.

= The majority, 58%, say that risk management has changed. Most commonly it has become more visible with a higher profile. 30% believe that more
RISK time is spent on risk management now.

MANAGEMENT

= The sense that risk management has changed is felt most if an organisation has a separate risk department or a dedicated risk committee.

IN DETAIL

= Brand/ reputation damage is the most commonly cited risk in the next three years, ahead of regulatory/ legislative change and cyber crime .
= Looking further to the next five years sees regulatory/ legislative change as the biggest risk, ahead of disruption/ failure to innovate.

= Damage to brand/ reputation, economic shock, increased competition, professional liability and business continuity are considered more of a short term
risk. The opposite is true of regulatory/ legislative change, disruption, talent, climate change and employee conduct.

% Risk issues most commonly cost time and finances as well as delaying business as usual. Only a minority say that they have had risk issues but no impact
from them or that they haven’t had any risk issues.
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THANK YOU

Stephen Spencer
stephens(@haymakr.com
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